
CYBERSECURITY







66%
Don’t have cybersecurity “experts” in the organization

Don’t do incident response planning

Don’t have cybersecurity insurance

Don’t do Document Management

Don’t have endpoint protection

Perform security awareness training

Have some sort of network protection

Have some sort  of email security



81
% USE AN MSP
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Sources & Attribution: 
All statistics are from the following sources unless otherwise mentioned:

Harvard Business Review - Why Data Breaches Spiked in 2023
Microsoft Security - 2022 in review: DDoS attack trends and insights
PurpleSec 2021 Cybersecurity Statistics
Verizon 2019 Data Breach Investigations Report 
Cyber Rescue Alliance
Cyber Insights of 2021 Report
FBI 2020 IC3 Annual Report
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